



































CORNER

Hints for Happy & Healthy Londonderry Living from Lorraine & Liz

1. Targeting those who are socially isolated

Con artists often target older adults who live
alone. Finding out their status can be as easy
as scrolling through the obituaries or reviewing
social media profiles. These scammers know
adults who are socially isolated are less likely
to consult a family member who may suspect
something is not right.

Being isolated can also lead to a state of
loneliness. A University of Michigan Study
found that feeling lonely or suffering a loss
made older adults more vulnerable to
financial fraud. When you’re sad and
struggling, it may be tempting to talk to a
friendly-sounding person on the phone. You
may also be more drawn to the promise of
money or free prizes they offer you.

Stop and stay financially safe: If an
encounter with a stranger via phone, email, or
text is making you feel anxious or uncertain,
do not take any further action. Instead, reach
out to a person you know and trust, whether
it’s a family member, friend, neighbor, or
someone at your local senior center. Tell them
what happened and ask for their advice.
Talking things over can help you and the other
person identify red flags—before any damage
is done.

Beware of Scammers!

What are some ways scammers try to exploit seniors?

Christine Kieffer, Senior Director of the FINRA
Investor Education Foundation, says having
open conversations about scams is vital. “One
of the most important things you can do is
encourage everyone to have a plan to tell
someone else before they react,” she said
during a panel at Age + Action 2024. “It’s easy
to do and it should be at the top of the list.”

2. Posing as an authority figure

Most of us were taught as children to respect
authority. Scammers know this and use it to
their advantage. That’s why many scams
targeting seniors involve someone posing as
an authority figure to pressure the person into
doing what they want. Some examples are
below:

® You receive a call from someone claiming to
be from the Internal Revenue Service (IRS)
of the Social Security Administration (SSA).
They aggressively insist you owe hefty
taxes, fines, or other fees and threaten
criminal charges if you do not comply.

e Atext message that seems to be from your
electric company states your bill is overdue.
The sender warns you your service will be
terminated if you do not pay up quickly.

(continued on page 14)
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